
 1

 

Release Note for Vigor3910 Series 
 

Firmware Version: 3.9.2.4 

Release Type: Normal 

Applied Models: Vigor3910  

 

New Features  

 None.  

Improvement  
 Improved: Support BGP prepending. 

 Improved: Add a new option of "Enable PING to keep IPsec tunnel alive" (LAN to LAN) 

for supporting all LAN subnets. 

 Corrected: An issue of OpenVPN WUI error. 

 Corrected: A rekey issue of IPsec XAuth connection. 

 Corrected: An issue of TX/RX display error on virtual WANs. 

 Corrected: An issue of a router not responding SNMP when the SNMP Host IP subnet 

was not 32. 

 Corrected: An issue of the secondary router kept syncing and rebooting while using High 

Availability. 

 Corrected: An issue that the router failed to send the Alert Mail by  Office365 / Hotmail / 

Outlook mail servers. 

 Corrected: An issue of display error of VLANs (from 15 to 19) on Central Management 

>> Switch >> Profile. 

 Corrected: An issue of unstable VoIP connections and high Ping times on WAN/LAN 

when VPN connected. 

 Corrected: An issue of multiple reboot procedure after firmware upgrade by adding GCI 

export result check into firmware upgrade process.  

Known Issue 

 Once upgraded to 3.9.2.2, configuring route policy settings and then get downgraded to 

3.9.2.1 or older, route policy “to” and “failover” to settings are likely to be wrong. Always 

backup your config before firmware up(down)grading. 

 Once upgraded to 3.9.2.x, configure IP Bind MAC settings and then get downgraded to 

3.9.1 again. The IP Bind MAC settings will disappear. So make sure the IP Bind MAC 

settings is backed up before downgrading.  



 2

Note 
The following items will be ready in the future release: 

- USB Applications 

- WAN >> Multi-VLAN >> Port-based bridge 

The following traffic will be accelerated (in the fast path) in the future release: 

- All IPv6 traffic 
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